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INFORMATION SYSTEMS IN LAW ENFORCEMENT 

Law enforcement agencies use a significant amount of 

information, information and telecommunication, telecommunications

 systems that were created at different 

times, with different structure and use different software and hardware 

platforms. 

The analysis of these structures on the possibility of sharing or 

integration give reason to believe that the procedures remain outstanding

mutual information exchange, there is no 

standardization and classification of information, there is a large degree 

of duplication, not solved the problem of rapid access to information 

resources of territorial units results in preventing a comprehensive 

analysis and evaluation of the measures taken for the prevention, 

detection and investigation of crimes, separation of forces and the low 

level of information exchange and coordination of law enforcement. 

Solving the problem is possible by: identifying the needs of law 

enforcement agencies for information resources; improvement of existing 

and development of new normative acts that clearly specify the order, the 

standards and scope of the mechanism of information cooperation; 

organizational and personnel support the

 development and operation of the 

system; information resources to attract other public bodies for use by 

law enforcement authorities in the manner prescribed by law; 

development and implementation of a single, unified technology of 

information in the system, as well as typical and common software; 

creating a system as a separate subsystem National system

 of confidential communication enable 
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information exchange systems available law enforcement agencies; 

involvement in the creation of a system of national research institutions; 

the creation of a law enforcement technical basis for system 

implementation; implementation of a comprehensive information security 

system and confirm its compliance with the procedure established by law; 

determining the possible integration of the principles of international 

specialized information systems in the area of crime 

prevention. 

Implementation of the program will help create a system that will 

contribute to crucial improvement of information cooperation of law 

enforcements and other government agencies in the fight against crime, 

improve the coordination of their activities for joint development and use 

of information resources for the effective fight against crime, 

the 

implementation of analytical, statistical and administrative activity the 

protection of constitutional rights and freedoms of man and citizen of 

criminal offenses as the most dangerous threat to national security of 

Ukraine. 
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